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Setting up a Windows 7

Local Flash Player Trusted Security Sandbox

Select “Control Panel” from the Windows start menu
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Select the “Advanced” tab

| Storage | Camera and Mic | Playback | Advanced |

Browsing Data and Settings

Delete all local storage, saved choices, settings, and
other data used by content in Flash Player across all
browsers on this computer,

Updates
Flash Player can automatically check for updates to help protect your computer,
Not updating may leave this computer vulnerable to security threats.

@ Check for updates automatically (recommended)
() Never check for updates (not recommended)

ActiveX Verson:  10.3.181.23

Plug-n Version: 10.3.181.14

Developer Tools
Specify trusted locations for developer testing.

| Trusted Location Settings... |

Scroll down to bottom and click “Trusted Location Settings...” button

| Storage | Camera and Mic | Playback | Advanced |
(*) Never check for updates (not recommended)

ActiveX Version:  10.3.181.23

Plug-in Version: 10.3.181.14

Developer Tools
Specdify trusted locations for developer testing.

| Trusted Location Settings... |

Protected Content

If you are selling or donating this computer, deauthorize it to prevent Flash
Player from playing previously viewed protected content, such as movies or
music you may have purchased.

Learn more about protected content

| Deauthorize This Computer... |
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Click the “Add” button to add the local directories that you’ll be running Flash banners from. When

finished click “Close” button.

| Trusted Location Settlngu -———
For security, Flash Player blocks content from accessing both files on this

computer and the Internet, Developers can add exceptions below for trusted
content.

Learn more about Trusted Locations

Trusted File or Folder Location
C:\Users\jwilcox\Desktop\GS_Library

You are now able to run flash content locally from within the specified directories.
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